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## NOTE BY THE DEPARTMENT OF STATE

Pursuant to Public Law 89—497, approved July 8, 1966 (80 Stat. 271; 1 U.S.C. 113)-
". . .the Treaties and Other International Acts Series issued under the authority of the Secretary of State shall be competent evidence . . . of the treaties, international agreements other than treaties, and proclamations by the President of such treaties and international agreements other than treaties, as the case may be, therein contained, in all the courts of law and equity and of maritime jurisdiction, and in all the tribunals and public offices of the United States, and of the several States, without any further proof or authentication thereof."

## UKRAINE

Defense: Security of Information
Agreement signed at Kiev August 4, 2003; Entered into force July 14, 2004.

## AGREEMENT BETWEEN

THE GOVERNMENT OF THE UNITED STATES OF AMERICA AND

## THE GOVERNMENT OF UKRAINE

ON PROTECTION OF CLASSIFIED DEFENSE INFORMATION

## PREAMBLE

The Government of the United States of America and the Government of Ukraine, hereinafter referred to as "the Parties" and separately as "a Party;"

With the goal of ensuring mutual protection of classified defense information which has been classified by one of the Parties and released to the other Party or created in the process of cooperation between the Parties;

Have agreed as follows:


#### Abstract

ARTICLE 1 Classified defense information provided by one Party to the other Party, or to an officer or other representative of the other Party, shall be protected according to the terms set forth herein and in accordance with the laws and applicable regulations of the country of the recipient Party.


## ARTICLE 2

Each Party shall promptly notify the other of any changes to its laws and regulations that would affect the protection of classified defense information under this Agreement. In such case, the Parties shall consult, as provided in Article 23, to consider possible amendments to this Agreement. In the interim, classified defense information shall continue to be protected as described in this Agreement, unless otherwise agreed in writing by the releasing Party.


#### Abstract

ARTICLE 3 For the purpose of this Agreement, classified defense information is information that is generated by or for the Department of Defense of the United States of America or the Ministry of Defense of Ukraine or that is under their jurisdiction or control, and which requires protection in the interests of national security of the Party by or for whom the information was generated. The information may be in oral, visual, electronic, magnetic or documentary form, or in the form of equipment or technology. The Parties shall, consistent with their national laws and regulations, employ the following equivalent classification levels and markings:


For the United States of America<br>TOP SECRET<br>SECRET CONFIDENTIAL

For Ukraine<br>ОСОБЛИВОЇ̈ ВАЖЛИВОСТІ<br>ЦІЛКОМ ТАЄМНО<br>TAGMHO


#### Abstract

ARTICLE 4 Supplemental annexes under this Agreement may be concluded by the designated implementing agencies, subject to written agreement by both Parties. For the Government of the United States of America, the designated implementing agency shall be the Department of Defense. For the Government of Ukraine, the designated implementing agency shall be the Ministry of Defense of Ukraine.

\section*{ARTICLE 5}

No individual shall be entitled to access to classified defense information solely by virtue of rank, appointment, or security clearance. Access to the information shall be granted only to those individuals whose official duties require such access and who have been granted a personnel security clearance in accordance with the prescribed national laws, regulations, and standards of the recipient Party. The Parties shall ensure that:


A. The recipient Party shall not release the information to a government, person, firm, institution, organization or other entity of a third country without the prior written approval of the releasing Party;
B. The recipient Party shall afford the information a degree of protection equivalent to that afforded by the releasing Party;
C. The recipient Party shall not use the information for any other purpose than that for which it was provided, without the prior written approval of the releasing Party;
D. The recipient Party shall respect private rights, such as patents, copyrights, or trade secrets, which are involved in the information; and
E. Each facility or establishment that handles classified defense information received from the other Party shall maintain a registry of the clearance of individuals at the facility or establishment who are authorized to have access to such information.


#### Abstract

ARTICLE 6 The determination on the granting of a personnel security clearance to an individual shall be consistent with the interests of national security and shall be based among other factors upon all available information indicating whether the individual is of unquestioned loyalty, integrity, trustworthiness, and excellent character, and of such habits and associates as to cast no doubt upon his or her discretion or good judgment in the handling of classified defense information.


## ARTICLE 7

An appropriate investigation, in sufficient detail to provide assurance that the above criteria have been met, shall be conducted by the Parties with respect to any individual to be granted access to classified defense information covered by this Agreement.

## ARTICLE 8

Before a representative of a Party releases classified defense information to an officer or representative of the other Party, the recipient Party shall provide to the releasing Party an assurance that the officer or representative possesses the necessary level of security clearance and requires access for official purposes to the aforementioned information, and that the information will be protected by the receiving Party in accordance with Article 1 of this Agreement.


#### Abstract

ARTICLE 9 Authorizations for visits by representatives of one Party to facilities and establishments of the other Party, where access to classified defense information is required, shall be limited to those necessary for official purposes. Authorizations to visit a facility or establishment shall be granted only by the Party on whose territory the facility or establishment is located or by government officials designated by that Party. The visited Party or the designee shall be responsible for advising the facility or establishment of the proposed visit, and the scope and highest level of classified defense information that may be furnished to the visitor. Requests for visits by representatives of the Parties shall be submitted in advance through the United States Defense Attaché Office in Kiev, in the case of United States visitors, and through the Ukraine Defense Attaché Office in Washington, D.C., in the case of Ukrainian visitors.


## ARTICLE 10

Each Party shall be responsible for safeguarding all classified defense information of the other Party from the moment it is officially received, while the information is in transit, transmission, or storage within its territory.

Each Party shall be responsible for the security of all government and private facilities and establishments where the information of the other Party is kept and shall assure that for each such facility or establishment qualified individuals are appointed who shall have the responsibility and authority for the control and protection of the information.

## ARTICLE 12

The information shall be stored in a manner that assures access only by those individuals who have been authorized access pursuant to Articles 5, 6, 7 and 8 of this Agreement.


#### Abstract

ARTICLE 13 Classified defense information shall be transmitted between the Parties through government-to-government channels by authorized government officials, consistent with criteria and standards specified in Articles 5, 6, 7, 8, 9, and 10 of this Agreement. The minimum requirements for the security of the information during transmission shall be as follows:


## A. Documents.

(1)Documents or other media containing classified defense information shall be transmitted in double, sealed envelopes, the innermost envelope bearing only the classification of the documents or other media and the organizational address of the intended recipient, the outer envelope bearing the organizational address of the recipient, the organizational address of the sender, and the registry number.
(2)No indication of the classification of the enclosed documents or other media shall be made on the outer envelope. The sealed envelope shall then be transmitted according to the prescribed regulations and procedures of the releasing Party.
(3)Receipts shall be prepared for packages containing classified documents or other media that are transmitted between the Parties, and a receipt for the enclosed documents or other media shall be signed by the final recipient and returned to the sender.

## B. Classified equipment.

(1) Classified equipment shall be transported in sealed, covered vehicles, or be securely packaged or protected in order to prevent identification of its details, and kept under continuous control to prevent access by unauthorized persons.
(2)Classified equipment which must be stored temporarily awaiting shipment shall be placed in protected storage areas. The areas shall be protected by intrusion-detection equipment or guards with security clearances who shall maintain continuous surveillance of the storage areas. Only authorized personnel with the requisite security clearance shall have access to the storage areas.
(3)Receipts shall be obtained on every occasion when classified equipment changes hands en route.
(4) Receipts shall be signed by the final recipient and returned to the sender.
C. Electronic Transmissions. Classified defense information transmitted by electronic means shall be encrypted.

## ARTICLE 14

Accountability and control procedures shall be established to manage the dissemination of and access to classified defense information.

## ARTICLE 15

A. Each Party shall stamp or mark the name of the originating government on all classified defense information received from the other Party. The information shall be marked with a national security classification marking of the recipient Party that will afford a degree of
protection equivalent to that afforded to it by the releasing Party, in accordance with Article 3 of this Agreement.
B. The recipient Party shall not downgrade or cancel the classification level of the received classified defense information without prior written consent of the releasing Party.

## ARTICLE 16

A. Classified documents and other media containing classified defense information shall be destroyed by burning, shredding, pulping, or other means preventing reconstruction of the classified defense information contained therein.
B. Classified equipment shall be destroyed beyond recognition or modified so as to preclude reconstruction of the classified defense information in whole or in part.

## ARTICLE 17

When classified documents or other media are reproduced, all original security markings thereon shall also be reproduced or marked on each copy. Such reproduced documents or media shall be placed under the same controls as the original document or media. The number of copies shall be limited to that required for official purposes.

## ARTICLE 18

All translations of classified defense information shall be made by individuals with appropriate level of security clearances pursuant to Articles 6, 7, and 8. The number of copies shall be kept to a minimum and the distribution thereof shall be controlled. Such translations shall bear appropriate security classification markings and a suitable notation in the language into which it is translated, indicating that the document or media contains classified defense information of the releasing Party.

## ARTICLE 19

Prior to the release to a contractor or prospective contractor of any classified defense information received from the other Party, the recipient Party shall:
A. Ensure that such contractor or prospective contractor and the contractor's facility have the capability to protect the information;
B. Grant to the facility an appropriate facility security clearance;
C. Grant appropriate personnel security clearances for all individuals whose duties require access to the information;
D. Ensure that all individuals having access to the information are informed of their responsibilities to protect the information in accordance with applicable laws and regulations, and that these responsibilities are specified in respective contracts;
E. Carry out periodic security inspections of cleared facilities to ensure that the information is protected as required herein; and
F. Ensure that access to classified defense information is limited to those persons who have a need to know for official purposes.

## ARTICLE 20

The releasing Party shall be informed immediately of all losses or compromises, as well as possible losses or compromises, of its classified defense information, and the recipient Party shall conduct an investigation to determine the circumstances. The results of the investigation and information regarding measures taken to prevent recurrence shall be forwarded to the releasing Party by the Party that conducts the investigation.


#### Abstract

ARTICLE 21 Implementation of the foregoing security requirements can be advanced through reciprocal visits by security personnel of the Parties. Accordingly, security representatives of each Party, after prior consultation, shall be permitted to visit the other Party, to discuss and view firsthand the implementing procedures of the other Party in the interest of achieving reasonable comparability of the security systems. Each Party shall assist the security representatives in determining whether classified defense information provided by the other Party is being adequately protected.


## ARTICLE 22

Expenses incurred by a Party in activities pursuant to implementing of this Agreement are not subject to compensation by the other Party.

## ARTICLE 23

Disputes which can arise from interpretations or application of the provisions of this Agreement shall be resolved through consultations or negotiations between the Parties. During such negotiations, the Parties shall continue to fulfill their obligations under this Agreement.

## ARTICLE 24

A. This Agreement shall enter into force upon an exchange of notes between the Parties indicating that their respective internal procedures necessary for its entry into force have been completed.
B. Amendments to the present Agreement shall be made in writing with the mutual consent of the Parties and shall enter into force in accordance with procedure stipulated for this Agreement.
C. This Agreement shall remain in force for a period of five years and shall be automatically extended annually thereafter, unless either Party notifies the other in writing through diplomatic channels, ninety days in advance, of its intention to terminate the Agreement.
D. Notwithstanding the termination of this Agreement, all classified defense information provided pursuant to this Agreement shall continue to be protected in accordance with the provisions set forth herein.

IN WITNESS WHEREOF the undersigned, being duly authorized by their respective Governments, have signed this Agreement.

DONE in Kiev on this 4 th day of August ${ }^{\text {t }}$, in the year Two Thousand and Three, in duplicate, each in the English and Ukrainian languages, both texts being equally authentic and having equal legal force.

## FOR THE GOVERNMENT OF THE UNITED STATES OF AMERICA



FOR THE GOVERNMENT OF UKRAINE


УГОДА

## МІЖ

УРЯДОМ СПОЛУЧЕНИХ ШТАТІВ АМЕРИКИ

TA

## УРЯДОМ УКРАЇНИ

ПРО ОХОРОНУ СЕКРЕТНОЇ ІНФОРМАЦІЇ У СФЕРІ ОБОРОНИ

## Преамбула

Уряд Сполучених Штатів Америки та Уряд України, надалі разом - "Сторони", та окремо - "Сторона",

3 метою взаємного забезпечення охорони секретної інформації у сфері оборони, засекреченої однією із Сторін та переданої іншій Стороні, або створеної в процесі співробітництва між Сторонами,

домовились про таке:

## Стаття 1

Секретна інформація у сфері оборони, яка передається однією Стороною іншій Стороні, або посадовій особі чи представнику іншої Сторони, охоронятиметься згідно 3 положеннями, викладеними у цій Угоді, та відповідно до законів та інших нормативноправових актів держави Сторони-одержувача.

## Ctatts 2

Кожна Сторона своєчасно повідомлятиме іншу про будь-які зміни у своїх законах та нормативно-правових актах, які можуть вплинути на охорону секретної інформації у сфері оборони за цією Угодою. У такому випадку Сторони проведуть консультації, як передбачено статтею 23,3 тим щоб розглянути можливі поправки до цієї Угоди. Тим часом секретна інформація у сфері оборони буде надалі охоронятися, як це передбачено цією Угодою, якщо про інше письмово не повідомить Сторона-джерело.

## Стаття 3

У цій Угоді секретна інформація у сфері оборони - це інформація, вироблена Міністерством оборони Сполучених Штатів Америки або для нього, чи Міністерством оборони України або для нього, або яка перебуває під їх юрисдикцією чи контролем, і котра потребує охорони в інтересах національної безпеки Сторони, якою або для якої ця інформація була вироблена. Ця інформація може бути в усній, візуальній, електронній, магнітній або документальній формі, а також у формі обладнання чи технології. Сторони, згідно зі своїми національними законами та іншими нормативно-правовими актами, прийматимуть наступні порівняння ступенів та грифів секретності:

Для Сполучених Штатів Америки<br>TOP SECRET<br>SECRET<br>CONFIDENTIAL

Для України<br>ОСОБЛИВОЇ ВАЖЛИВОСТІ<br>ЦІЛКОМ ТАЄМНО<br>TAЄMHO

## Стаття 4

Додатки до цієї Угоди можуть бути укладені уповноваженими виконуючими відомствами за письмовою згодою обох Сторін. Від Уряду Сполучених Штатів Америки уповноваженим виконуючим відомством буде Міністерство оборони США. Від Уряду України уповноваженим виконуючим відомством буде Міністерство оборони України.

## Стаття 5

Жодна особа не матиме права доступу до секретної інформації у сфері оборони лише з огляду на її ранг, посаду або допуск. Доступ до такої інформації надаватиметься тільки тим особам, яким він необхідний для виконання службових обов`язків і яким

надано особистий допуск згідно з відповідними національними законами, правилами та стандартами Сторони-одержувача. Сторони забезпечуватимуть таке:
A. Сторона-одержувач не розкриватиме таку інформацію урядові, особі, фірмі, закладу, організації або іншій юридичній чи фізичній особі третьої країни без попередньої письмової згоди Сторони-джерела;
B. Сторона-одержувач забезпечуватиме рівень охорони отриманої інформації, еквівалентний відповідному рівню охорони Сторони-джерела;
C. Сторона-одержувач не використовуватиме цю інформацію з будь-якою іншою метою, відмінною від тієї, для якої вона була надана, без попередньої письмової згоди Сторони-джерела;
D. Сторона-одержувач визнаватиме права власності, такі як патенти, авторське право або комерційну таємницю, які пов’язані з цією інформацією; та
E. На кожному об'єкті або в установі, де обробляється секретна інформація у сфері оборони, отримана від іншої Сторони, вестиметься облік допусків осіб на цих об'єктах або установах, яким надано доступ до такої інформації.

## Стаття 6

Рішення про оформлення будь-якій особі допуску відповідатиме інтересам національної безпеки. Воно грунтуватиметься на всій наявній інформації для підтвердження, зокрема, незаперечної лояльності цієї особи, їі чесності та надійності, бездоганної репутації, відсутності звичок та знайомих, які викликали б щонайменший сумнів щодо його або її обережності чи розсудливості під час роботи з секретною інформацією у сфері оборони.

## Стаття 7

3 метою забезпечення відповідності зазначеним вище критеріям, Сторони проводитимуть відповідну достатньо поглиблену перевірку по відношенню до будь-якої особи, якій буде надано доступ до секретної інформації у сфері оборони, на яку поширюється дія даної Угоди.

## Crattr 8

До передачі секретної інформації у сфері оборони посадовою особою або представником однієї Сторони посадовій особі або представнику іншої Сторони, Сторона-одержувач повинна запевнити Сторону-джерело в тому, що її посадова особа або представник має допуск необхідного рівня та потребує доступу до зазначеної інформації при виконанні офіційних функцій, а також що ця інформація буде охоронятися Стороною-одержувачем згідно зі статтею 1 цієї Угоди.

## Стаття 9

Дозвіл на відвідання представниками однієї Сторони об`єктів та установ іншої Сторони, якщо воно потребує доступу до секретної інформації у сфері оборони, обмежуватиметься колом осіб і відвіданнями, які необхідні для офіційних цілей. Дозвіл на відвідання об'єктів та установ надаватиметься виключно Стороною, на чиій території розташовано об'єкти та установи, або посадовими особами, уповноваженими цією Стороною. Приймаюча Сторона або уповноважені нею особи нестимуть відповідальність за інформування об'єкта чи установи про запропонований візит, обсяг та найвищий ступінь секретної інформації у сфері оборони, яка може бути надана

відвідувачу. Запити на здійснення візитів представниками Сторін подаватимуться заздалегідь через апарат Аташе з питань оборони США у Києві - для представників зі Сполучених Штатів Америки, та через апарат Військового аташе Посольства України у Вашингтоні, округ Колумбія, - для українських представників.

## Стаття 10

Кожна Сторона нестиме відповідальність за збереження всієї секретної інформації у сфері оборони іншої Сторони з моменту її офіційного одержання, під час ії перевезення, передачі або зберігання на території своєї держави.

## Ctatтя 11

Кожна Сторона нестиме відповідальність за забезпечення режиму секретності на всіх державних та приватних об'єктах та установах, де знаходиться інформація іншої Сторони, і забезпечуватиме призначення на кожному такому об'єкті та в установі кваліфікованих спеціалістів з обов'язками та повноваженнями щодо контролю та охорони такої інформації.

## Стаття 12

Інформація зберігатиметься в такий спосіб, щоб забезпечити доступ до неї виключно особам, яким він надається відповідно до статей $5,6,7$ та 8 цієї Угоди.

## Стаття 13

Секретна інформація у сфері оборони передаватиметься між Сторонами через міжурядові канали уповноваженими посадовими особами відповідно до критеріїв та стандартів, визначених статтями $5,6,7,8,9$ та 10 цієї Угоди. Мінімальними вимогами щодо безпеки інформації під час їі передачі будуть такі:

## А. Щодо документів.

(1) Документи або інші носії, що містять секретну інформацію у сфері оборони, передаватимуться в подвійних запечатаних конвертах, на внутрішньому конверті зазначаються тільки гриф секретності документів чи інших носіїв та адреса організації призначеного одержувача, на зовнішньому конверті зазначається адреса організації одержувача, адреса організації відправника і реєстраційний номер.
(2) На зовнішньому конверті ніяким чином не зазначатиметься ступінь секретності документу чи інших носіїв, що містяться в пакеті. Запечатаний конверт потім передаватиметься згідно $з$ приписаними правилами та процедурами Сторониджерела.
(3) Під час передачі між Сторонами пакетів з секретними документами та іншими носіями оформлюватимуться розписки про одержання; розписка за документи чи інші носії, які містяться в пакеті, підписуватиметься останнім одержувачем i повертатиметься відправнику.

## В. Секретне обладнання

(1) Секретне обладнання перевозитиметься в запломбованих закритих транспортних засобах або буде надійно запакованим чи захищеним таким чином, щоб запобігти впізнаванню його деталей, і знаходитиметься під постійним контролем для запобігання доступу до нього неуповноважених осіб.
(2) Під час тимчасового зберігання перед відправленням секретне обладнання розміщуватиметься в зонах збереження, що охороняються. Ці зони будуть обладнані системами охоронної сигналізації або знаходитимуться під постійним наглядом вартових, яким оформлено допуск. Доступ до цих зон матимуть тільки уповноважені особи, яким оформлено допуск необхідного рівня.
(3) Під час кожної передачі секретного обладнання "з рук в руки" на шляху їх слідування оформлюватиметься розписка про одержання.
(4) Розписка завірятиметься останнім одержувачем та повертатиметься відправнику.
С. Передача Електронними Засобами. Секретна інформація у сфері оборони, яка передаватиметься електронними засобами, зашифровуватиметься з використанням криптографічних засобів захисту інформації.

## Стаття 14

3 метою забезпечення контролю за розповсюдженням секретної інформації у сфері оборони та доступом до неї Сторонами застосовуватимуться відповідні процедури обліку та контролю.

## Стаття 15

A. Кожна Сторона проставлятиме штамп або маркування з назвою Уряду-джерела на всій секретній інформації у сфері оборони, отриманій від іншої Сторони. Цій інформації надаватиметься такий національний гриф секретності Сторони-одержувача, який забезпечуватиме рівень охорони, еквівалентний рівню охорони Сторони-джерела, відповідно до статті 3 цієї Угоди.
В. Сторона-одержувач не знижуватиме або скасовуватиме ступінь секретності отриманої секретної інформації у сфері оборони без попередньої письмової згоди Сторони-джерела.

## Стаття 16

A. Секретні документи та інші носії, що містять секретну інформацію у сфері оборони, знищуватимуться спалюванням, подрібненням, розкладанням або в інший спосіб таким чином, щоб запобігти відновленню секретної інформації у сфері оборони, що в них міститься.
B. Секретне обладнання руйнуватиметься до невпізнання або перероблятиметься настільки, щоб унеможливити повне або часткове відновлення секретної інформації у сфері оборони.

## Стаття 17

При відтворенні секретних документів чи інших носіїв на кожній копії відтворюватиметься або проставлятиметься повний гриф секретності оригіналу. Копії секретних документів чи інших носіїв охоронятимуться в такий же спосіб, як і оригінали. Кількість копій обмежуватиметься відповідно до офіційної потреби.

## Стаття 18

Всі переклади секретної інформації у сфері оборони виконуватимуться особами, яким надано допуск відповідно до статей 6,7 та 8 . Кількість копій перекладу буде зведена до мінімуму, а їх розповсюдження контролюватиметься. На перекладах проставлятиметься_відповідний гриф секретності та наноситиметься напис мовою, на яку зроблено переклад, про те, що цей документ або носій містить секретну інформацію у сфері оборони Сторони-джерела.

## Стаття 19

Перед передачею підрядчику або потенційному підрядчику будь-якої секретної інформації у сфері оборони, отриманої від Сторони-джерела, Сторона-одержувач повинна:
A. Гарантувати, що такий підрядчик чи потенційний підрядчик та об`єкт підрядчика здатні забезпечити відповідну охорону цієї інформації;
В. Надати об'єкту відповідний дозвіл на провадження діяльності, пов’язаної з секретною інформацією;
С. Надати відповідні особисті допуски всім особам, чиї офіційні обов’язки потребують доступу до секретної інформації у сфері оборони;
D. Забезпечити інформування всіх осіб, що мають доступ до зазначеної інформації, про їх відповідальність за охорону цієї інформації згідно з відповідними законами та нормативно-правовими актами, та визначення цієї відповідальності у відповідних контрактах;
E. Періодично проводити інспекційні перевірки стану безпеки на об'єктах, що мають зазначений дозвіл, з метою гарантування відповідності процедур охорони секретної інформації у сфері оборони вимогам цієї Угоди;
F. Гарантувати, що доступ до секретної інформації у сфері оборони обмежується лише особами, яким ця інформація потрібна для виконання офіційних функцій.

## Стаття 20

Сторона-джерело буде негайно поінформована про будь-яку втрату або розголошення, а також про можливу втрату або розголошення її секретної інформації у сфері оборони, а Сторона-одержувач проведе розслідування для встановлення обставин інциденту. Сторона, яка проводить розслідування, повідомить Сторону-джерело про результати розслідування та заходи, вжиті для запобігання повторення цих випадків.

## Стаття 21

Впровадження зазначених вимог щодо охорони секретної інформації може бути прискорене шляхом проведення взаємних візитів спеціалістів у сфері охорони секретної інформації Сторін. Відповідно, спеціалістам у сфері охорони секретної інформації кожної із Сторін, після проведення попередніх консультацій, буде надаватися дозвіл на відвідання іншої Сторони для обговорення та безпосереднього ознайомлення 3 процедурами іншої Сторони по впровадженню вимог щодо охорони секретної інформації в інтересах досягнення прийнятної аналогічності систем безпеки. Кожна Сторона сприятиме зазначеним вище в цій Статті спеціалістам у визначенні ними адекватності рівню охорони секретної інформації у сфері оборони, наданого іншою Стороною.

## Стаття 22

Витрати однієї Сторони на здійснення заходів щодо імплементації цісї Угоди не підлягають відшкодуванню іншою Стороною.

## Cratts 23

Спори, що можуть виникнути у зв'язку 3 тлумаченням або застосуванням положень цієї Угоди, вирішуватимуться шляхом консультацій або переговорів між Сторонами. Під час таких переговорів Сторони продовжуватимуть виконувати свої зобов’язання відповідно до цієї Угоди.

## Стаття 24

A. Ця Угода набуває чинності після обміну Сторонами дипломатичними нотами про виконання Сторонами внутрішньодержавних процедур, необхідних для набуття нею чинності.
B. Поправки до цієї Угоди можуть бути внесені у письмовій формі за взаємною згодою Сторін та набуватимуть чинності відповідно до процедури, передбаченої для цієї Угоди.
C. Ця Угода діятиме протягом п'яти років, i ii дія буде автоматично продовжуватися на наступні річні періоди, якщо жодна із Сторін у письмовій формі

через дипломатичні канали не сповістить іншу про свій намір припинити дію цієї Угоди попередньо за дев’яносто днів.
D. Незважаючи на припинення дії цієї Угоди, вся секретна інформація у сфері оборони, передана Сторонами відповідно до цієї Угоди, підлягатиме надалі охороні згідно з положеннями Угоди.

На ПІДТВЕРДЖЕННЯ ЧОГО ті, що нижче підписалися, маючи належні повноваження від Урядів своїх держав, підписали цю Угоду.

ВЧИНЕНО у двох примірниках у м. Києві " 4"_ серин- дві тисячі третього року, кожний англійською та українською мовою, причому всі тексти є автентичними і мають однакову юридичну силу.

За Уряд
Сполучених Штатів Америки



